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Technology Products & Technology Services 
Falcon Complete™ revolutionizes endpoint security by providing all of the components required for a mature 

endpoint security posture, from the initial setup and day-to-day operations to the prevention and detection of 

threats, all the way to full incident handling, including immediate remote remediation and recovery.

CrowdStrike Falcon Complete™ is the only endpoint security solution with built-in proactive threat hunting and 

remote remediation, backed by a team of security experts that serves as your force multiplier, 24/7.

Client Benefit: 

	 Falcon Complete™ provides all the technologies and services 

required to instantly implement and continuously run a mature 

endpoint security program 

	 Protects against all types of attacks

	 Combines the best prevention technologies

	 Frees your IT and security teams from daily, time-consuming 

endpoint security tasks

	 Reduces risk with immediate remote remediation of incidents 

	 Falcon Complete™ dramatically reduces the risks of a serious 

breach. In addition, the Falcon team assists with guidance and 

expertise to help your teams with any security concerns they 

might have

	 Immediate time-to-value: easy deployment, immediately 

operational, zero impact on performance
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Technology Services 
A Compromise Assessment begins with the efficient collection and analysis of forensic artifacts from 

Microsoft Windows, Mac OS X and many Linux-based operating systems. Leveraging CrowdStrike’s Falcon 

platform provides real-time threat detection and monitoring of client’s environment, looking for both 

malware and malware-free threats, along with indicators of attack (IOAs), which are often indicative of 

active malicious “hands-on-keyboard” activity.

Client Benefit: 

	 A presentation covering the summary findings of whether 

evidence of a targeted intrusion of client’s environment was 

discovered, coupled with custom recommendations for effective 

improvements to security posture 

	 A written executive summary intended to capture the most 

significant findings, conclusions and recommendations

	 Technical documentation of the CrowdStrike team’s assessment, 

intended to provide the client’s technical team with the 

information they need to remediate, remove and validate the 

CrowdStrike team’s findings

	 Additional discovery documentation of commodity malware, 

suspicious scripts and files, remote access utilities and 

administration practices that introduce significant risk
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